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Help Desk Document Series: Connecting to ClarkWiFi in Linux

This document will walk you through connecting to ClarkWiFi on a computer running the Ubuntu
Linux distribution 12.04 or higher, using NetworkManager. Other wireless tools should have similar
configurations.

Step 1.

In the top right corner of your screen, click on the wireless
connection icon. This will bring up a list of available networks.
Click on ClarkWiFi.

= ClarkGuestWiFi

F -, ClarkwiFi

Step 2. © = WI-Fi Network Authentication Required
A window will pop up requesting authentication. . Authentication required by WI-Fi network
Adjust the settings in the Wireless Network T passwords or encryption keys are required to access the Wi-F| network ‘ClarkwiFr
Authentication Required dialog box to match the
image on the rlght Wi-Fi security: I WPA & WPAZ Enterprise - I
Authentication: Probected EAF [PEAP)
You must put your Clark email address in the AnonymoUS [dentity:
Username field; username@clarku.edu. If you CAcertificate: | | Go_Daddy_class_2_chpem &
are still using the original password that you were AR version P .
given (CU:xxxxxxxx), then you will need to change R c— -
It. Username: usernameiclarku.edy
*You might need to enter your Clark Posswords L2 -
Account credentials more than once before Lt ey
successfully connecting to ClarkWiFi. | Mo

If you have any questions, or require further assistance, please contact the
ITS Help Desk at 508.793.7745 or helpdesk@clarku.edu.
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Step 3. CA certificate: I (None) Ee

Click the folder next to the dropdown labeled CA O e
certificate. , e
Places Name v Size Modified
H H 1 1 H Qs h LI Geolrust_Primary_certirication_Authority_-_G... 989bytes 01/20/2013
In the Choose a certlflcate"" Wlnd0W1 CIICk On the Flle @R:j:ntlyuaed | GeoTrust_Primary_Certification_Authority - G... 1.4kB 01/20/2013
1 1 _ [ GeoTrust_universal_CA.pem 1.9kB  01/20/2013
System then navigate to the directory /etc/ssl/certs/. @ oas el e e e
Select the GO Daddy Class 2 CApem and C||Ck [ Global_Chambersign_Root_-_2008.pem 2.6kB  01/20/2013
- - - - | GlobalSign_Root_CA.pem 1.3kB 01/20/2013
O i Documents . .
pen . - bropbox [ GlobalSign_Root_CA_- R2.pem 1.4kB  01/20/2013
_M p ‘| GlobalSign Root CA - R3.pem
E P,U:K W Go_Daddy_Class_2_CA.pem
ictures
) ] GO_Daady Root_ce ate_AUthorty -t ARE
B\I;Ideols d | GTE_CyberTrust_Global_Root.pem 875 bytes 01/20/2013
3 bownloads |7 Hellenic_Academic_and_Research_Institutions_... 1.5kB 01/20/2013
|7 Hongkeng_Post_Rook_CA_1.pem 1.2kB 01/20/2013
[916¢c_A.pem 1.5kB  01/20/2013
] 1zenpe.com.pem 2.1kB 01/20/2013
| Juur-sK.pem 1.8kB 01/20/2013
+ - DER or PEM certificates (*.der, *.pem, *.crt, *.cer) «

cancel Open

Step 4.
Back at the Authentication... dialog, click Connect. Network Manager will try to connect to
ClarkWiFi given the settings you've just applied.

NOTE: You may be asked for your computer login password when you go to save the wireless
changes.

Step 5.
If the process succeeded, a notification stating so 52044 3 = 4) Sep18 11:14 %%
should appear, and the wireless logo should
indicate signal strength.

Connected
ClarkWiFi

L~

If you have any questions, or require further assistance, please contact the
ITS Help Desk at 508.793.7745 or helpdesk@clarku.edu.
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